1. Open Java control Panel from Control Panel.

[ All Control Panel ltems
1 @+ Control Panel + All Control Panel Items

Adjust your computer’s settings

. About

¥ Action Center 1 Administrative Taols Color Management
View version information about Java Control Panel.

[f&s Configuration Manager (32-bit)

B Credential Manager Device Manager

2 Devices and Printers B Display R Flash Player (32-bit)
Folder Options la Fonts Network settings are used when making Intermet connections. By default, Java will use the network i Internet Options

|\é| Java (32-bit) ‘ Keyboard settings in your web browser. Only advanced users should mocify these settings Mail

& Mouse ¥ Network and Sharing Center Personalization

[ Phone and Modem 3 Power Options Temporary Internet Files ) Recovery

& egen Mot col Gz | T o e bt e st e s i xcunlt: oy

Dl soundMax AudioEsP & Speech Recognition — System

(£, Taskbar and Navigation [ Troubleshooting +ovain the broweer isenabled. Windews Firewall

i Windows To Go B Windows Update See the Searity tab

Apply

2. Select Settings to open Temporary File Settings and turn select compression level for jar files to
High.

Java Control Panel = =
General | Update | Java I Security I Advanoed|
About
View version information about Java Control Panel.
‘anel Hems
Metwork Settings
Metwaork settings are used when making Internet connections. By default, Java will use the network _
settings in your web browser. Only advanced users should modify these settings.
Metwork Settings...
Temporary Internet Files —
Files you use in Java applications are stored in a spedial folder for quick execution later. Only
advanced users should delete files or modify these settings. ::'-;::,f:“::w Feret
Hetwerk Settngs....
Settings View...
Javain the browser is enabled. wmw(-mw.w
see the Security tab SR

Location

Select the location where temporary files are kept:
mayurlod 179\AppDataLocallow\Sun!JavaDeployment'cache | Change...

Disk Space
Select the compression level for JAR files: High v

Set the amount of disk space for storing temporary files:

Y  cla] e

| Delete Files. .. | | Restore Defaults |




3. If you want to stop java update uncheck the tick box .

‘ General |: Update}| Java | Security | Advanced

(4| T 122 Undate medhanism ensures you have the most updated version of the Java
LS50 platform. The options below let you control how updates are obtained and applied.
E—"

Notify Me: Before downloading w ‘

[] Check for Updates Automatically Advanced...
Click the "Update Now™ button below to check for updates. Anicon will appear in the

system tray if an update is available. Move the cursor over the icon to see the status of
the update.

Update Now

Apply

4. Select Security and select lowest security setting available and click on edit site list.

General I Update | Java| Security | Advanced

Enable Java contentin the browser

Security level for applications not on the Exception Site list

(") Very High - Only Java applications identified by a certificate from a trusted authority are
allowed to run, and only if the certificate can be verified as not revoked.

(@ High - Java applications identified by a certificate from a trusted authority are allowed to
run, even if the revocation status of the certificate cannot be verified.

Exception Site List
Applications launiched from the sites listed below will be allowed to run after the appropriate security
prompts.

IClick Edit Site List...

to add items to this list.

Restore Security Prompts | | Manage Certificates...




5. Click on Add button and type file:/// in below window ,then again click on add and slect
continue to save.

£ Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security prompts.

Location

Add Remave
FILE and HTTF protocols are considered a security risk. We recommend using HTTPS sites where available.

Including a FILE Location on the Exception Site List is
considered a security risk

Location: file:/f

Locations that use FILE protocol are a security risk and may compromise the personal information
on your computer. We recommend induding only HTTPS sites on the Exception Site List.

Click Continue to accept this location or Cancel to abort this change.

Continue

6. Click on Add button and type http://www.tickerplantindia.com in below window ,then again
click on add and slect continue to save.

2 Java Control Panel
General | Update | Java | Security | Advanced

Enable Java contentin the browser

Security level for applications not on the Exception Site list

() Very High - Cnly Java applications identified by a certificate from a trusted authority are
allowed to run. and anly if the certificate can he werified as not revoked

Exception Site List

Applications launched from the sites listed below will be alowed to run after the appropriate security prompts.

Location
“l [fle: /1]
| http:/www. tickerplantindia, com

Including an HTTP Location on the Exception Site List is
considered a security risk

Location: ~ http: [fwww. tickerplantindia.com

Locations that use HTTP are a security risk and may compromise the personal information on your
computer, We recommend including only HTTPS sites on the Exception Site List.

Click Continue to accept this location or Cancel to abort this change.

F
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http://www.tickerplantindia.com/

7. Got to Advanced tab and uncheck Show Sandbox warning Banner and check Disable
Verification(not recommended) as highlighted in below snapshot.

General | Update | Java | Security | Advanced

(@ Prompt user if hinted
D) Never allow
JNLP File/MIME Association
() Always allow

{

Application Installation
(@) Install if hinted
~(_) Installif shortcut created
+(_) Install if hinted and shortcut

() Never install
Secure Execution Environment

signed content

["] Show sandbox warning banner
-]« Allow user to accept JNLP security requests
2 on't prompt for dient certificate selection when no certificates or only one exists

2 Warn if site certificate does not match hostname
-] Show site certificate from server even if it is valid
ixed code (sandboxed vs. trusted) security verification
+-{_) Enable - show warning if needed

() Enable - hide warning and run with protections

(") Enable - hide warning and don't run untrusted code
--{{®) Disable verification {not recommended)
Perform signed code certificate revocation checks on
(") Publisher's certificate only

) All certificates in the chain of trust
{_) Do not check {not recommended)

8. Uncheck Enable blacklist revocation check.

General | Update | Java | Security | Advanced

i-~(_) Enable - hide warning and don't run untrusted code A
Disable verification {not recommended)
Perform signed code certificate revocation checks on
i--(_) Publisher's certificate only
All certificates in the chain of trust
) Do not check (not recommended)
Check for signed code certificate revocation using
= Certificate Revocation Lists (CRLs)
() Online Certificate Status Protocal (OCSP)
®) Both CRLs and OCSP
Perform TLS certificate revocation checks on
i--(_) Server certificate only
All certificates in the chain of trust
(") Do not check (not recommended)
Check for TLS certificate revocation using
) Certificate Revocation Lists (CRLs)
Online Certificate Status Protocal (OCSP)
~-(®) Both CRLs and OCSP
Advanced Security Settings
Use certificates and keys in browser keystore
i [] Enable bla revocation check
able caching password Tor authentication
Use 550 2.0 compatible ClientHello format
Use TLS 1.0
Use TLS 1.1
UseTL5 1.2
Miscellaneous W

Cancel Apply

9. Click Apply and OK.



